
 

MaaS360 Mobile Device Management 

Advances in mobility have enabled businesses to become more productive as the number of employees working 

remotely increases, yet with this added flexibility, businesses can often feel that there is a loss of control. 

Now your customers can take control of their business-critical data on their company smartphones and tablets 

with our Device Management solution. Our solution keeps users connected to their employees and in control of 

any sensitive information carried on staff mobile devices. 

IBM MaaS360® is the fastest and most comprehensive way to configure devices for enterprise access and secure 

corporate data on smartphones and tablets — all from a single screen. As a fully-integrated cloud platform, 

MaaS360 simplifies mobile device management (MDM) with rapid deployment, visibility and control that spans 

across mobile devices, applications and documents. 

 

MaaS360 Mobile Device Management delivers robust management capabilities across all major computing 

platforms, including iOS, macOS, Android and Windows devices. 

 

Features and Packages 
 

Features EMM Essentials EMM Deluxe EMM Premier EMM Enterprise 

Mobile Device Management 

iOS, Android, Windows 10 Mobile, 

Windows 10 and macOS 

 

✔ 

 

✔ 

 

✔ 

 

✔ 

Mobile Application Management ✔ ✔ ✔ ✔ 

Container App ✔ ✔ ✔ ✔ 

Mobile Expense Management ✔ ✔ ✔ ✔ 

Secure Mobile Mail  ✔ ✔ ✔ 

Secure Mobile Chat  ✔ ✔ ✔ 

Secure Mobile Browser   ✔ ✔ 

Gateway for Browser   ✔ ✔ 

Mobile Content Management   ✔ ✔ 

Gateway for Documents   ✔ ✔ 

Mobile Application Security   ✔ ✔ 

Gateway for Apps   ✔ ✔ 

Mobile Identity Management   ✔ ✔ 

Mobile Document Editor    ✔ 

Mobile Document Sync    ✔ 

Mobile Threat Management    ✔ 

Rate Per Device per Month £2.00 £4.00 £6.00 £8.00 

 

 

 

 

 

Mobile device essentials: 
• SMS, email or URL over-the-air (OTA) enrolment 

• Passcode and encryption enforcement 

• Email, VPN and WiFi profiles 

• Device restriction settings 

• Remote locate, lock and wipe (full and selective) 

• Jailbreak and root detection 

• Policy updates and changes 

• Compliance reporting 

Complete mobility management: 
• Email access controls 

• Corporate directory integration 

• Certificate management 

• BYOD privacy settings 

• Persona policies specific to users, not devices 

• Automated compliance engine to take near real-time 

actions 

• Location tracking and geofencing 


